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ABSTARCT: 

The  project  aims  in  designing  a  

system  which  makes  monitoring and 

control the multiple unit sections through 

access scheme using IOT (Internet of 

things)through Android mobile phone. By 

using this system we can monitor the AC 

load status, Room/area temperature and door 

security system using Vibration sensor and 

these all the things will be monitoring on our 

Android mobile phone using Internet 

communication. Developing technologies to 

achieve "Internet Things "to inspire many of 

the applications that use things." Network. 

In addition, information of the surrounding 

objects Including various information 

collected by the network has the attention of 

a lot of useful data for new applications is 

attracted. By The collection of information 

about things, construction Databases that are 

expected to make our life more intelligent 

and More suitable. Moreover, to achieve the 

maximum benefit From this basis, it is 

important to keep information A new 

database as much as possible. However, in 

order to maintain The freshness of the 

database on a regular basis with data 

collection A short break is required, causing 

heavy traffic congestion When we are using 

traditional access control schemes in the list 

communication network technologies. 

Therefore, in this paper, Propose a new 

control scheme in access to preserve 

freshness The database, avoiding traffic 

congestion. Further, Optimized to improve 

the effectiveness of our proposed method 

She is composed of mathematical 

expressions. Moreover, numerical Results 

investigated the effectiveness of our 

proposal 

INTRODUCTION: 

The term "Internet of things" (operations 

Technologies) to The ability to connect 

sensors, actuators or Any device to the 

Internet. It can lead to important Change in 



   International Journal of Research 

 Available at https://edupediapublications.org/journals  

p-ISSN: 2348-6848 
e-ISSN: 2348-795X 

Volume 03 Issue 14 
October 2016 

  

Available online: http://edupediapublications.org/journals/index.php/IJR/  P a g e  | 3009  

our daily lives, in the way we live E interact 

with devices such as appliances, Smart 

metering, and security services and air 

conditioning sensor Systems, etc. Several 

companies are exploring This area, as it 

could help new open Job positions. Since 

proprietary solutions are difficult 

management of the interface with the 

growing size of the network, preferably 

through standardized technologies 

proprietary protocols. IP (Internet Protocol) 

is Good most suitable candidate for the class 

To achieve this cohesion. Its advantage has 

been recognized By industry organizations 

such as the IPSO (Internet Protocol Smart 

Objects) Alliance, Which promotes 

integration sensors IP Internet connection. 

This approach allows The wide range of 

applications in the areas of the house 

Building automation, and monitoring of the 

plant, smart cities and transportation, smart 

power grids, Management [1]. IEEE 

802.15.4 with 6LoWPAN (Over low power 

wireless personal IPv6 

area networks) and the adaptation layer low 

power Wi-Fi candidates to make the reality 

of operating techniques: 

• It has been developed to meet 6LoWPAN 

IP The special needs of wireless sensors 

• companies in the field of Wi-Fi is working 

on Low power consumption of Wi-Fi 

Receiver to allow years of battery life. 

Traditionally, ZigBee and IEEE other 

802.15.4-based protocols  

Considered sensor networks applications, 

due to their The energy-efficient design. 

However, in recent times Wi-Fi components 

advanced energy consumption, With the 

system design and proper use Model, and it 

has become a strong competitor in this Scale 

[2]. Wi-Fi and low power consumption of 

multiple promises Years of battery life with 

the provision Easy integration with existing 

infrastructure Support integrated IP network. 

Reusing It offers Wi-Fi infrastructure, the 

current service and cost savings Home And 

rapid implementation. widely published 

IEEE 802.11 networks, reduces 

infrastructure Total cost to a minimum while 

improving The cost of ownership. Wi-Fi 

devices have IP network compatibility 

original feature, It is a great addition to 

technical operations. Clear and specific and 

IP connectivity universally acceptable than 

Requirements to expensive property gate 

Protocols. Moreover, economies of scale It 

is another important feature of Wi-Fi with It 

is expected that the annual growth rate of 22 

percent Between 2010 and 2015 [3]. Finally, 
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the availability of Networking and 

knowledge management tools Al Qaeda is a 

powerful benefit of IEEE 802.11, and IT 

staff are already familiar with management 

Wi-Fi networks. 

BLOCK DIAGRAM: 

 

 

 

System Description: 

This system have two units,unit-1 

main system can connect to internet using 

Ethernet connection and these system can 

have AC appliances loads and these 

information continuously update to the 

internet server.Unit-2 have temperature and 

Vibration sensor and Zigbee modul,in this 

section it continuously monitoring the room 

temperature and control the cooling system 

automatically as well security vibration 

sensor also monitoring the vibration status 

and alert rings the buzzer if any 

malfunctioning occurs. These two units 

communicating with each other using 

Zigbee communication and update all 

information to Internet server every time.  

Android is a software stack for 

mobile devices that includes an operating 

system, middleware and key applications. 

Android phone has good connectivity 

options, including Wi-Fi, Bluetooth, and 

wireless data over a cellular connection (for 

example, GPRS, EDGE (Enhanced Data 

rates for GSM Evolution), and 3G). Android 

provides access  to  a  wide  range  of  
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useful  libraries  and  tools  that  can  be  

used  to  build  rich applications. In addition, 

Android includes a full set of tools that have 

been built from the ground up alongside the 

platform providing developers with high 

productivity and deep insight into their 

applications. 

  The  controlling  device  of  the  

whole  system  is  a  Microcontroller which 

accepts commands from android phone and 

controls relays which  are interfaced to the 

Microcontroller. The data received by  the 

 from  Android  smart  phone   is fed as 

input to the microcontroller. Also, the status  

of the electrical appliances can be seen on 

16*2 LCD display. In order to perform 

required the task the controller is loaded 

with a program written using Embedded „C‟ 

language. 

PROPOSED HARDWARE SYSTEM 

The style of entire system comprised of two 

part that are software and hardware. The 

hardware was created through the rules of 

embedded system, and also the steps of 

software comprised of three parts. The 

present method by enhancing the safety 

level by implantation of ETHERNET which 

will solve this issue. Wireless based wireless 

technology featuring its transmitter to begin 

location and receiver at user interface. 

Information received in the receiver is going 

to be send towards the ETHERNET. 

Therefore the people living aware of web 

connection can easily see the received data. 

The machine utilizes a compact circuitry 

built around LPC2148 (ARM7) 

microcontroller Programs are coded in 

Embedded C. Flash magic can be used for 

loading programs into Microcontroller. The 

mobile communications became one from 

the driving forces from the digital 

revolution. WIFI is really a digital mobile 

telephone system that's broadly utilized in 

many parts around the globe. Less is famous 

concerning the safety measures and 

protection behind the machine. The 

complexness from the mobile phone is 

growing as people begin delivering texts and 

digital pictures for their buddies and family. 

The mobile phone is gradually turning out to 

be a handheld computer. All of the features 

and advancements in mobile phone 

technology need a backbone to aid it. The 

machine needs to provide security and also 

the capacity for growth to support future 

enhancements. General System for Mobile 

Communications, WIFI, is among the many 

solutions available. WIFI continues to be 

dubbed the "Wireless Revolution" also it 

does not take much to understand why WIFI 

supplies a secure and private approach to 
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communication. WIFI is really a digital 

mobile telephone system that's broadly 

utilized in many parts around the globe. 

WIFI utilizes a variation of your time 

Division Multiple Access and is easily the 

most broadly used from the three digital 

wireless telephone technologies [3]. WIFI 

digitizes and compresses data, then transmits 

it lower a funnel with two other streams of 

user data, each in the own time slot. WIFI 

continues to be the backbone from the 

phenomenal success in mobile telecoms 

during the last decade. Certainly one of 

WIFI's great talents is its worldwide 

roaming capacity, giving consumers a 

seamless service. WIFI and various other 

technologies belong to an evolution of 

wireless mobile telecommunication which 

includes High-Speed Circuit-Switched Data 

(HCSD), General Packet Radio System 

(GPRS), Enhanced Data WIFI Atmosphere 

(EDGE), and Universal Mobile 

Telecommunications Service (UMTS). WIFI 

security issues for example thievery and 

services information, privacy, and legal 

interception still raise significant curiosity 

about the WIFI community. The objective of 

this portal would be to raise understanding 

of these problems with WIFI security. The 

mobile communications became one from 

the driving forces from the digital 

revolution. The complexness from the 

mobile phone is growing as people begin 

delivering texts and digital pictures for their 

buddies and family. The mobile phone is 

gradually turning out to be a handheld 

computer [4]. All of the features and 

advancements in mobile phone technology 

need a backbone to aid it. The machine 

needs to provide security and also the 

capacity for growth to support future 

enhancements. General System for Mobile 

Communications, WIFI, is among the many 

solutions available. WIFI continues to be 

dubbed the "Wireless Revolution" also it 

does not take much to understand why WIFI 

supplies a secure and private approach to 

communication 

CONCLUSION: 

In this paper, the feasibility of a low power 

consumption of Wi-Fi IP connection to 

enable battery powered Given the hardware 

with three main areas of operation energy 

consumption, the impact of the intervention, 

Concern And communications group. At 

higher data rates, transmission / reception of 

data The package size has a small effect on 

energy consumption. On the other hand, at 

low rates The impact of the transmission / 

reception and power pack Size is 

remarkable. You can resend Have an impact 
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on energy consumption and More 

pronounced effect of low data rate Process. 

With regard to security, WPA2 It gives the 

best compromise in terms of safety and 

Battery life in the skies of the region. Our 

study shows that the battery life for Wi-Fi 

enabled sensor depends largely on the 

operating scenario. In particular, the mother 

It is not required to receive orders in a 

timely manner Messages play an important 

role in the overall Energy consumption, as 

this process It requires frequent awakenings. 

other operations Such as the initialization of 

the league and data / Association 

Transmission, messages and events run 

Keep-alive messages to maintain contact It 

has less impact on the overall strength 

Consumption, data rates, and especially 

when high Used. In general, several years of 

battery Omar can be achieved for most real-

world scenarios. Under normal 

circumstances, the network and Net foreign 

intervention does not affect reliable 

Communications sensor. to determine 

potential bottleneck for reliable and low 

latency communications, we examined 

network performance under extreme 

conditions.  
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